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Introduction
The information systems of Northeastern University are intended for the use of authorized members of the community

in the conduct of their academic and administrative work. Northeastern’s information systems consist of all networking,

computing and telecommunications wiring, equipment, networks, security devices, passwords, servers, computer

systems, computers, computer laboratory equipment, workstations, Internet connection(s), cable television plant,

University-owned mobile communications devices and all other intermediary equipment, services and facilities. These

assets are the property of the University. This Policy describes the terms and conditions of use for Northeastern

information systems.

Part 1
Use of Computer Accounts and Facilities

Members of the Northeastern community may use only the computer accounts and facilities authorized by the

University for their use. Use of another person’s account, identity, security devices/tokens, or presentment of false or

misleading information or credentials, or unauthorized use of information systems/services is prohibited.

Part 2
Access To and Use of Systems

Normal Duration of Service

Access to and use of Northeastern information systems is a privilege granted by the University to faculty, staff, students

and authorized third parties. Additional electronic experiences as may be offered to parents and extended populations
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unauthorized persons/entities. Sharing of passwords or other access tokens with others is prohibited. Users who
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every description, including information pertaining to University programs, students, faculty, staff and affiliates.

Without proper authorization, users are not permitted to retrieve or read content not intentionally addressed to them.

With proper authorization, the contents of electronic mail or Internet messages or materials may be accessed,

monitored, read or disclosed to others within the University or otherwise.

Part 11
No Guarantee of Protection Against Unauthorized Access

Prohibition on Accessing/Moving Data Belonging to Another Accountholder
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URL bar.

Part 27
Right of University to Seize/Inspect University-Owned Computing Devices

The University reserves the right at any time, with or without prior notice or permission from the user or users of a

computer or other University-owned computing device, to seize such device and/or copy or have copied, any and all








