
WAC 106-125-020  Prohibited student conduct.  Prohibited student 
conduct includes engaging in, attempting to engage in, or encouraging 
or assisting another person to engage in, any of the conduct set forth 
in this section. As applicable, the term "conduct" includes acts per-
formed by electronic means. The term "includes" or "including" as used 
in this section means "without limitation."

(1) Academic dishonesty. The term "academic dishonesty" for pur-
poses of this student code includes cheating, plagiarism, and fabrica-
tion. Nothing in this student code shall be construed as limiting the 
authority of faculty and academic administrators to assign academic 
consequences for these or other forms of academic misconduct.

(a) Cheating. Cheating includes any attempt to give or obtain un-
authorized assistance relating to the completion of an academic as-
signment, including collaboration without authority.

(b) Plagiarism. Plagiarism includes taking and using as one's 
own, without proper attribution, the ideas, writings, or work of an-
other person in completing an academic assignment. Prohibited conduct 



gations or disciplinary proceedings, including interfering with or re-
taliating against any witness, party, or other participant.





(ii) Nonconsensual sexual intercourse. The term "nonconsensual 
sexual intercourse" includes any penetration, however slight, with any 
body part or object, of another person's mouth, vagina, or anus with-
out the consent of the other person. The term also includes nonconsen-
sual oral sex, with or without penetration.

(15) Stalking. The term "stalking," including cyberstalking, 
means a course of conduct, directed at a specific person, that in-
volves repeatedly contacting, harassing, or following the person for 
no legitimate purpose, causing the person to have the same fear for 
the person's safety, the safety of others, or the security of property 
that a reasonable person in the same situation would experience under 
all the circumstances.

(16) Unauthorized access. The term "unauthorized access" means 
gaining entry without permission to any restricted area or property of 
the university or the property of another person, including any fa-
cility, computer system, email account, or electronic or paper files. 
Unauthorized access includes computer hacking and the unauthorized 
possession or sharing of any restricted means of gaining access, in-
cluding keys, keycards, passwords, or access codes.

(17) University policy violations. The term "policy violation" 
means the violation of any university policy or applicable law govern-
ing the conduct of students as members of the university community, 
including university policies governing nondiscrimination, alcohol and 
drugs, computer use, copyright, campus health and safety, and parking 
and traffic.

(18) Weapons violations. A "weapons violation" includes the pos-
session, display, or use of any firearm, explosive, dangerous chemi-
cal, knife, or other instrument capable of inflicting serious bodily 
harm in circumstances that are reasonably perceived as causing alarm 
for the safety of any person. The term "weapons violation" includes 
any threat to use a weapon to harm any person and the use of any fake 
weapon or replica to cause the apprehension of harm. The term further 
includes the possession on university premises of any firearm or other 
dangerous weapon in violation of public law or university policy, but 
does not include the lawful possession of any personal protection 
spray device authorized under RCW 9.91.160.
[Statutory Authority: RCW 28B.35.120. WSR 22-06-018, § 106-125-020, 
filed 2/22/22, effective 3/25/22. Statutory Authority: RCW 28B.35.120 
and chapter 34.05 RCW. WSR 15-24-054, § 106-125-020, filed 11/23/15, 
effective 12/24/15.]
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