








. University computer users shall have unique user accounts.

. Accounts that have administrator permissions must not be used as a us



b. disrupting the network;
c. exhibiting a pattern of malicious network tra ¢ scanning or attacking others;
d. exhibiting behavior consistent with compromise.

. Systems not compliant with this policy may present undue risk to the university and may be removed from the network or

removed from university service.
Monitoring of University IT Resources

. To help secure the infrastructure and in response to malicious activity to ensure e ective mitigation, the FSU ISPO may

perform or authorize network security monitoring, intrusion detection/prevention, web









. Ensure data, devices, networks, and process required for speci c types of data or functions (such as credit card

processes






