


3.    Report lost or stolen devices, especially devices that contain private or university 
information to the IT Department within 24 hours of discovery of the loss. 

4.    Adhere to the terms of software licenses and other contracts. Persons loading 
software on any university computer must adhere to all licensing requirements for the 
software.  Except where allowed by university site licenses, the copying of university-
licensed software for personal use is a violation of this policy. 

5.    Comply with federal, state, and local laws, relevant university personal conduct 
regulations, and the terms and conditions of applicable collective bargaining 
agreements.  Applicable laws include, but are not limited to, those regulating 
copyright infringement, copyright fair use, libel, slander, and harassment. 

6.    Become acquainted with laws, licensing, contracts, and university policies and 
regulations applicable to the appropriate use of IT resources.  Users are expected to 
use good judgment and exercise civility at all times when utilizing IT resources, and 
respect the large, diverse community utilizing these resources in a shared manner. 

7.    



network.  This includes, but is not limited to computer viruses, Trojan horses, worms, 
spyware or other malicious programs or files. 

10.  Excessive or prohibited personal use by employees. 
11. Use of the university IT resources for personal profit, commercial reasons, non-

university fundraising, political campaigns or any illegal purpose. 

a.      The prohibition against using university information technology 

resources for personal profit does not apply to: 

                                                      a.      Scholarly activities, including the writing of textbooks or 

preparation of other teaching material by faculty members; or 

                                                      b.      Other activities that relate to the faculty member’s 

professional development. 

                                                       



1.    All Employees 
2.    All Students 
3.    All affiliates with access to IT resources at the University 

 


