


faculty, staff and students including electronic mail, as it deems necessary and appropriate. As 
such, they should not expect individual privacy in the system. 

 
University faculty, staff and students are obligated to protect University computing systems from 
illegal or damaging actions, either knowingly or unknowingly. The following are considered improper 
use of University owned computing equipment, networks, services, and resources: 

 
• Using information technology resources for purposes other than University business, research or 

instructional purposes. Computing resources may not be used for commercial purposes or 
personal gain. Use of computer services for any commercial purpose, partisan political purpose 
or for any unlawful purpose is prohibited. 

 
• Intentionally or recklessly abusing or misusing computing resources so as to cause damage, 

system interruptions, or harassment to other persons. 
 

• Repeatedly or purposefully engaging in activities which can be reasonably expected to, or do, 
unreasonably tax computing resources or go beyond their intended or acceptable use. 

 
• You are responsible for all actions associated with your University Computing Account. 

 
• Borrowing, lending, falsifying or misusing a computer account computing resource, or allowing, 

or facilitating the unauthorized access to use of University computing resources by a third party. 
You are responsible for all actions associated with your University Computing Account. 

 
• Obtaining University Computing Accounts and/or password(s) of other persons in order to use 

University or University-related computing resources, or impersonating another person on a 
computing resource. 

 
• Using electronic media to harass or threaten other persons, or to display, design, copy, store, 

draw, print, or publish 



• Using a computer, computer system, computer network, or any other University property for the 
creation, design, manufacture, preparation, display, or distribution of any written or graphic 
obscene material is prohibited. 

 
Reporting Violations of Computer Use Policy 

 

Violations of this policy should be reported immediately to CSSD Security (abuse@pitt.edu). CSSD 
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